
 

 

 

 

 

 

 

 

 

ReportIt: Security 
Simplify security maintenance and 
troubleshooting 

ReportIt: Security is a free tool by Finit. There is no configuration or customization 
necessary – simply install and use immediately.  

Finit’s ReportIt: Security helps you answer questions, such as,  
• What is a user’s effective access, and how was it inherited?  
• Do any objects have “everyone” as the maintenance group? 
• Are there users holding OneStream licenses that can be deactivated? 
 
See the following sample screens to learn more. 
 

 

 

 

 

 

 

 

 



  
 

1 Simplify security maintenance and 
troubleshooting 

Securable object reporting  
Today, if a user wants to review security in OneStream, they would need to look at items one-by-one. For 
example, if a user wanted to review all their workflows in OneStream, they would need to navigate to the 
workflows and click on each one to see what security groups were assigned to it. ReportIt: Security provides 
OneStream securable object reporting, which allows uses to review the security assignments for all object items 
in a clear format. This allows users to quickly audit and review their security to ensure that it is up-to-date and 
accurate.   
 
 

 
 

  

The grid view 
allows users to 
sort and filter the 
report. 

All security groups 
associated with 
the object appear 
as columns on the 
report. 
 



  
 

2 Simplify security maintenance and 
troubleshooting 

User analysis report 
It can be difficult in OneStream to understand a user’s effective access. The user analysis report in ReportIt: 
Security provides an intuitive dashboard that allows administrators to select a user, see that user’s direct group 
assignments, and more importantly, see their effective access. The administrator can also see how users inherit 
access, which means they can troubleshoot and update security quickly and easily. 
 
 

 
 
  

Clicking on a user 
allows an 
administrator to 
see what groups 
the user is 
assigned to, and 
what their 
effective access is. 

The inherited 
access panel 
shows all security 
group that a user 
has access to, and 
how they get that 
access through 
inheritance. 
 



  
 

3 Simplify security maintenance and 
troubleshooting 

Security hierarchy report 
The security hierarchy report shows all levels of the security structure in a nested format. This allows 
administrators to easily visualize the roll-up of security groups with users. A list view is also available in ReportIt: 
Security, which shows the full inheritance path for each parent-child relationship.  
 
 

 
  

The hierarchical 
view of security 
allows 
administrators to 
clearly see 
relationships 
among nested 
security groups.  



  
 

4 Simplify security maintenance and 
troubleshooting 

Active users and assigned groups report  
With ReportIt: Security administrators can periodically monitor groups and users. For example, one valuable 
report shows a listing of active users along with their assigned groups. Users assigned to zero groups may be 
candidates for license deactivation, freeing up OneStream licenses.  report is also available that shows the 
number of users by group, which may help clean up groups no longer in use.  
 

 
 
 

Identify users who 
aren’t assigned to 
groups, which 
may be taking up 
OneStream 
licenses. 
 


